Телефонное мошенничество

**Самые распространенные виды телефонного мошенничества:**

**Прямое выманивание денег.** Мошенники звонят от имени родственника или друга и выпрашивают деньги.

**Шантаж.** Мошенники звонят от имени работника правоохранительных органов и обвиняют жертву в преступлении, не совершённом ей.

**Банковское мошенничество**. Мошенники представляются сотрудниками банка или службы безопасности.

**Мошенничество с использованием кодов входа в личные кабинеты.** Мошенники требуют сообщить по телефону код входа/смены пароля от личного кабинета Госуслуг, оператора сотовой связи или банка.

**Телефонные вирусы.** Жертве приходит сообщение со ссылкой. При переходе по ней на компьютер или телефон внедряется вирус, который получает контроль над гаджетом.

**Чтобы не стать жертвой телефонного мошенничества, рекомендуется::**

* не отвечать на звонки с незнакомыми номерами (перед тем как ответить на звонок или перезвонить, стоит проверить номер в Сети);
* не сообщать личные данные (к ним относятся, например, дата рождения, ИНН, адрес, пин-коды, коды банковских приложений, номера счетов или банковских карт, пароли, кодовые слова)
* не переходить по ссылкам в сообщениях и не скачивать файлы (мошенники могут прислать сообщения в мессенджерах или СМС после разговора и попросить открыть их. В них могут быть вирусы или отслеживающее ПО, с помощью которого можно украсть данные с телефона или компьютера)